
 



 



 



PALO-ALTO PCNSE TRAINING MODULE 

 PCNSE Certification Training 

LIVE Project Training 

 

Palo Alto Networks Certified Network Security Engineer (PCNSE) 
 
WHO SHOULD ATTEND? 

 

This course is designed for expert users and resellers who need to perform advanced 
deployment configurations of a security gateway. This could include the following: 
 
System Administrators | Support Analysts | Network Engineers 

 
Contents 

 Next-Generation Firewall Setup and Management Connection 

 Zone Security, Security and NAT Policies 

 Protection Profiles for Zones and DoS Attacks 

 APP-ID to Block Threats 

 WildFire Versus Malware 

 Security Profiles and Security Policies 

 Device-ID to Block Threats 

 Security Policies and User-ID for Increased Security 

 Threat and Traffic Information 

 Panorama Setup and Configuration 

 Panorama to Manage Next-Generation Firewalls 

 Panorama Templates and Device Groups 

 Panorama Log Collectors and Log Forwarding 

 Panorama Management and Administration 

 Panoramas Comprehensive Reporting 

 Panorama Troubleshooting Techniques 
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